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ABSTRACT The Unmanned Aerial Vehicles (UAVs), organized as a Flying Ad-hoc NETwork (FANET),
are used to make effective remote monitoring in diverse applications. Due to their high mobility, their energy
consumption is increasingly affected leading to reduced network stability and communication efficiency. The
design of node clustering of a FANET needs to consider the number of UAVs in the vicinity (transmission
range) in order to ensure an adaptive reliable routing. Novel clustering schemes have been employed to deal
with the highly dynamic flying behavior of UAVs and to maintain network stability. In this context, a new
clustering algorithm is proposed to address the fast mobility of UAVs and provide safe inter-UAV distance,
stable communication and extended network lifetime. The main contributions of this paper are first to extend
and improve important metrics used in two well-known algorithms in the literature namely: The Bio-Inspired
Clustering Scheme for FANETs (BICSF) and the Energy Aware Link-based Clustering (EALC). Then,
exploiting the improved metrics, an Energy and Mobility-aware Stable and Safe Clustering (EMASS)
algorithm, built upon new schemes useful for ensuring stability and safety in FANETs, is proposed. The
simulation results showed that the EMASS algorithm outperformed the BICSF and the EALC algorithms in
terms of better cluster stability, guaranteed safety, higher packet deliverability, improved energy saving and
lower delays.

INDEX TERMS Unmanned aerial vehicle (UAV), clustering algorithm, energy consumption, stability,
mobility, safe-inter-UAV distance, Flying Ad-hoc NETwork (FANET).

I. INTRODUCTION
Nowadays, Unmanned Aerial vehicles (UAVs), also called
drones, are progressively deployed in various applications
and services [1], [2]. In addition, due to the rapid develop-
ment of wireless technologies such as Global Position Sys-
tem (GPS) and cost-effectiveWIFI modules, the use of UAVs
is doubled thanks to their continuous connectivity, resulting
in networks of UAVs.

A Flying Ad hoc Networks (FANETs) is such kind of net-
work that incorporates several UAVs flying in a coordinated
fashion and collaborating in an ad-hoc manner [3]. It can
be considered as a subset of the Mobile Ad-hoc network
(MANET) [4] and Vehicular Ad-hoc Network (VANET) [5]
composed by mobiles and vehicular devices and addressing
the same peer-to-peer communication with difference that
they are moving in the air. However, FANETs present various
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specific features and characteristics that make them differ-
ent from MANETs and VANETs namely, higher mobility,
deployment in squad formation, and fast and frequent net-
work topology changes [6]. Consequently, these features do
affect the stability of UAVs and makes the design of routing
protocols quite challenging [7].

On the other hand, due to technical design limitations,
UAVs present the handicap of limited battery energy that
limits their computational power and constrains their flight
time. Therefore, these resources have an impact on the net-
work reliability and lifetime. Furthermore, the above hand-
icaps should be well addressed to enable energy-efficient
deployment that allows continuous and stable connectivity
while minimizing routing overhead and maximizing through-
put [8] thus, ensuring higher longevity, better reliability, and
endurance.

With larger numbers of UAVs forming swarms, the task of
coordination and exchange of messages becomes more com-
plex. Indeed, in UAV swarms, member UAVs can't be spread
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over a large area due to their limited communication range.
In addition, the communication between UAVs in a swarm
tends to be intermittent due to rapid movement of UAVs in
such networks. Furthermore, UAVs typically are constrained
in terms of energy storage which renders them having limited
air endurance. Hence, there is a need to address these chal-
lenges for UAV swarm architectures to make them suitable
for several applications and missions.

In this context, UAV clustering is one of the methods that
can be used to address the above challenges and alleviate
the tasks of inter-UAV coordination and message exchange,
if designed correctly and efficiently [9]–[11]. Consequently,
UAV swarms may adopt a clustering structure to control
flight formation for fast and stable communication. This will
allow better scalability, efficient network management and
improved overall performance of the FANET (in terms of
higher throughput, lower end-to-end delay, balanced load and
sustainable energy provisioning [12]).

Each cluster is composed of one elected Cluster Head
(CH ) and several Cluster Members (CMs). Only the CH
is responsible for communication, first, with its (CMs)
and, second, with peer CHs. One of these CHs will have
the responsibility to communicate and relay data to a
Ground Base Station (GBS) (a.k.a a sink) [13]. Developing
a routing protocol ensuring reliable and stable connectiv-
ity is generally a complex task in UAV networks, mostly
due to the high mobility of the flying drones, that usu-
ally results in fast and dynamic topology changes lead-
ing to frequent network partitions and random UAV spatial
redistributions [12].

Unfortunately, the use of conventional clustering schemes
for dynamic and high mobility network of drones will create
more link disconnections. In addition, frequent updates of
the cluster's structure will negatively affect the stability of
network topology leading to excessive load control overhead
and higher latency [14].

On the other hand, several recent proposed clustering
mechanisms for FANETs rely on common parameters such as
the average distance between nodes and the nodes degree in
order to elect CHs and to ensure the communication between
CMs in each cluster. Accordingly, the CH election is based
on a sequential search to allow each node finding its nearest
neighbors. Unfortunately, such technique can increase the
probability of collision especially in the case of a dynamic
network. In this context, in the present work, an average
absolute distance between nodes is defined considering a
proposed safe distance that should be calculated during the
clustering process to avoid collision. In addition, in order to
determine the correct number of clusters, it should have a
stable structure. Thus, only the stable UAVs that are situated
both in the same transmission range and in the safe zone
are considered as stable neighbors and participate in the CH
election procedure.

An Energy and Mobility-Aware Stable and Safe Cluster-
ing (EMASS) algorithm for FANETs is proposed to ensure
load-balancing, energy-aware clustering, data forwarding and

routing between UAVs that strives to maintain network stabil-
ity and safety.

The rest of paper is organized as follows: section II
reviews and discusses the previous clustering approaches
in FANETs. Section III discusses the problem formulation
and the main contributions of this work. Analytical mod-
eling of the proposed algorithm is detailed in Section IV.
Section V presents extensive analysis and proposed exten-
sions of stability-related metrics and assumptions (proposed
in two earlier algorithms in the literature) to ensure per-
formance improvements. Section VI presents the proposed
EMASS clustering algorithm. The EMASS algorithm's per-
formance evaluation is detailed in section VII. Section VIII
concludes the paper.

II. RELATED WORK
Despite the increasing interests in UAVs, their rapid mobility
and highly dynamic network topology changes make network
stability a difficult task. Thus, resulting in quick degrada-
tion of network performance and reliability [15]. In addi-
tion, controlling the network behavior and flight operation
in such dynamic environment requires a deep understanding
of the interaction between the motion and network func-
tionalities. Accordingly, recent and relevant techniques and
approaches have been proposed and developed to provide
efficient FANET connectivity and better link stability such as
Software Defined Networking FANET (SDN-FANET) [16]
and newly proposed routing protocols and clustering
algorithms as covered below.

Silva et al. [17] proposed a Software-defined network-
ing (SDN) based Topology management for FANETs
(STFANET). They explained the centralized SDN-based
topology management algorithms to ensure the continuous
communications between nodes. In addition, the authors
described the role of the controller that is able to construct the
routing table for each node based on the length of the links.
Accordingly, the UAVs can be easily located that ensures the
continuous connectivity of the network and a low packet loss
ratio that can minimize the energy consumption and improve
the network lifetime.

Xiong et al. [18] studied a distributed SDN architecture for
UAV swarms. The proposed SDN framework uses Message
Queuing Telemetry Transport (MQTT) protocol to exchange
network conditions, QoS specifications, etc. Therefore,
it allows adapting the FANET to frequent changes by elim-
inating the energy-exhausted UAV nodes and re-generating
new RF links in case of their failure. Thus, considering
link stability and efficient relay selection, the proposed work
provides a reliable communication between UAV swarms in
FANET that improves its expected lifetime.

Qi et al. [19] proposed a centralized Traffic-Differentiated
cluster Routing (TDR) protocol for SDN-based FANET
architecture. UAVs are grouped into clusters controlled by
a stationary UAV. Having the positions, speeds and trans-
mission range of UAVs, the controller is able to monitor
their communications in the cluster and to predict their
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transmission reliability by considering their link availabil-
ity and forwarding ability. The TDR aims to address the
delay-sensitive and specificQoS requirements in each cluster.

Bertizzolo et al. [20] proposed a new Software Defined
Radio (SDR)-based framework to supervise automatically
the FANET in distributed environment. Taking into account
the UAVs mobility, the authors aimed to design a distributed
FANET self-optimizing and automated control. The authors
presented real practical results using SDR-based UAV net-
work platform prototypes, that indicate its high flexibility
level and average throughput gain.

From the above related works, it is assumed that SDN can
provide a central control of FANET dealing with the dynamic
behavior of UAVs and their various locations, and their resid-
ual energy. Hence, SDN-FANET can provide flexibility to
FANET management and safe UAVs connectivity.

Other recent research works focus on proposing new effi-
cient routing protocols in the FANET context in order to
improve the communication between UAVs and minimize
the packet delivery loss. Consequently, this can ensure the
FANET reliability and stability.

Cheriguene et al. [21] presented and detailed three
multicast-based categories of swarm routing protocols such
as the Bioinspired-based, geographical location-based, and
multicast-based approaches. The authors focused on the last
category and proposed a new Swarm Energy efficient Multi-
cast Routing Protocol (SEMRP) aiming to ensure network
reliability and scalability in order to improve its lifetime.
In this context, an optimal multicast tree was built to transfer
data from one UAV swarm member to another. Accordingly,
two previous versions of the SEMRP protocol (SEMRP-v1
and SEMRP-v2) were revisited to minimize the energy con-
sumption while finding the optimal route to the multicast
destination nodes. Referring to the obtained results, SEMRP
ensures efficient data forwarding between UAVs by increas-
ing the Packet Delivery Ratio (PDR) and reducing the End-
to-End delay (EED). Accordingly, a minimum transmission
energy leading to improved network lifetime was achieved.

Bousbaa et al. [22] focused on swarm routing protocols
and proposed the geocast-based routing protocol for a fleet
of UAVs (GeoUAVs) used to manage a wildfire zone. The
objective of this protocol was to transmit data to a group
of UAVs localized in a specific geo-location. The results
showed that the GeoUAVs protocol was able to disseminate
data to destination nodes with a reduced average EED due
to an accurate data transmission process. In addition, a high
throughput and PDR were achieved for various network den-
sities testifying the effectiveness of the protocol.

Different contributions based on clustering methods were
proposed recently in the literature. Some cluster-based rout-
ing protocols have been proposed for UAV-based data gather-
ing and forwarding in FANETs in order to remedy to frequent
disconnections between UAVs.

In [12], Aadil et al., presented the Energy Aware Link-
based Clustering (EALC) algorithm for FANETs. The EALC
aims to address two major problems in UAV routings such

as short flight time and inefficient routing. To resolve both
problems, the authors used a variant of K-means density
clustering algorithm [23]. An optimal cluster enhances the
cluster lifetime and reduces the routing overhead. In the
process of CH selection, EALC uses the modified K-means
density algorithm.

In [24], Khan et al. proposed a Bio-inspired Clustering
Scheme for FANETs (BICSF) based on the use of Glowworm
Swarm Optimization (GSO) [25] and Krill Heard (KH) [26]
algorithms. The first one was implemented for cluster for-
mation and CH election and the behavior study of KH was
used for cluster maintenance. This scheme was evaluated
with the Grey Wolf Optimization (GWO) and Ant Colony
Optimization (ACO)-based clustering algorithms. Authors
demonstrated that the proposed algorithm presents better
results in terms of energy consumption, cluster lifetime, and
cluster building time.

Kumar et al. [27] proposed a Quality of Service Provi-
sioning framework for a UAV-assisted (QSPU) aerial ad-hoc
network environment, focusing on reliable aerial communi-
cation. The UAV's aerial mobility and service parameters
are modeled taking into consideration the highly dynamic
aerial ad-hoc environments. UAV-centric mobility models are
deployed to develop a complete aerial routing framework.
The authors conducted a comparative performance evaluation
to demonstrate the benefits of the proposed aerial communi-
cation framework.

Bhandari et al. [11] introduced a Mobility and Location-
aware Stable Clustering (MLSC) mechanism in order to
improve the drone network stability and efficiency taking into
account the drones mobility level. Furthermore, the authors
derive a relationship between the maximum coverage prob-
ability of CH and cluster size with the objective to find the
optimal cluster size that minimizes network overhead. The
obtained results demonstrated that the proposed mechanism
provided a high Packet Delivery Ratio (PDR) with mini-
mum network latency compared to conventional clustering
methods.

Aftab et al. [28] suggested a Hybrid Self-organized Clus-
tering Scheme (HSCS). They have exploited the GSO mech-
anism to create clusters and to select CHs. They have also
tracked the behavior of cluster members by the use of the
Dragonfly Algorithm (DA) in order to guarantee efficient
cluster management. Furthermore, authors carried out an
optimized drone route selection method to transmit data to
the Base Station (BS). The results were compared with those
obtained in [24] and demonstrated that HSCS outperformed
peer protocols.

Aissa et al. [29] proposed a novel strategy for constructing
fuzzy logic-based clustering algorithms useful for VANETs.
The CH election was performed by taking into account
the candidate nodes' relative speed and distance to other
members of the cluster, using a fuzzy logic inference sys-
tem. To ensure cluster stability, the authors have established
an efficient cluster maintenance scheme by identifying the
specific CHs or CMs leaving the cluster.
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TABLE 1. EMASS performance positioning within FANET solutions/algorithm frameworks.

Table 1 summarizes the main characteristics of the dis-
cussed solutions (SDN-FANET, Routing Protocols (RP) and
Clustering Algorithms (Clus Algo.)) for FANET reliability.

Motivated by the efficient clustering solutions for FANETs
that achieve low-energy consumption and improve the net-
work lifetime, a new power-aware clustering algorithm is
proposed and implemented. This algorithm considers UAV
mobility, stability, and safety to provide stable and reliable
routing and efficient data collection and forwarding.

III. PROBLEM FORMULATION AND CONTRIBUTION
The majority of the clustering schemes for FANETs, pro-
posed in antecedent works, rely on a simple equation of
neighborhood which takes into consideration only the value
of the transmission range as a necessary and sufficient con-
dition for two nodes to be neighbors. This assumption is
correct for general cases related to Ad-Hoc, MANET and
VANET networks. However, most of the time, for UAVs,
this assumption is not efficient and consistent because the
neighborhood exists only when a safe distance is ensured
between UAVs.

In this context, some inefficiencies are found in some of the
stability-related metrics and assumptions used in EALC [12]
and BICSF [24] algorithms leading to inefficient cluster
stability relying on inconsistent parameters. For instance,
the clustering process in both algorithms is based on the use
of the passive distance metric to select CHs. This distance
does not consider the safety degree between nodes needed to
reduce collision probability and increase network stability.

In the EALC, the node degree parameter (i.e., number of
neighboring UAVs (Ni), for a node i situated in the same

transmission range) was used as one of the main parameters
in the fit function. This is not a consistent weight as it does
not take into consideration the respective, relative positions
of these neighboring nodes. Only stable neighbors situated
at a safe distance from the current node must be taken into
consideration to ensure safety and avoid the possibility of
collision. Therefore, it is motivating to overcome this inef-
ficiency and to consider UAVs at safe distance and belonging
to the node's neighborhood set (Ni) to build relatively stable
cluster structures.

Accordingly, the main purpose is of this work is to
improve these proposed clustering approaches by implement-
ing new parameters to assure stability and safety for efficient
inter-UAVs communication in FANETs. Using these new
parameter settings, a novel enhanced clustering algorithm,
namely, the EMASS, is proposed and detailed in Section VI.

Figure 1 illustrates how the safe distance between UAVs
should be respected in order to build safe and stable
clusters.

IV. ALGORITHM ANALYTICAL MODEL
Firstly, an analytical model of the EMASS algorithm is devel-
oped. The UAV network is given as an undirected Euclidean
graph G = (V ,E) for which V is a set of UAV nodes, and E
represents the set of links of the graph G. r represents the
transmission range between two nodes (u, v). For the sake
of simplicity, it is assumed that r is the same for all UAVs
(i.e., all UAVs using the same transmission hardware).

The set of edges E are defined, through the definition of
node neighborhood, as: two nodes are considered neighbors
if the distance between them is less than r . Hence, for any
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FIGURE 1. General proposed idea for safe and stable FANET clustering.

pair of nodes (u,v) ∈ V,

if dist(u, v) ≤ r then {u, v} ∈ E (1)

On the other hand, the UAVs follow specific mobility
patterns during their movement on the same altitude and
dictated by themission. Despite their dynamic behavior, a sta-
ble UAV network connectivity must be created to ensure an
energy-efficient interconnection between UAV nodes result-
ing in a maximum coverage of the target monitored area and a
maximum lifetime. The objective is to design a reliable clus-
tering scheme ensuring a trade-off between the fast mobility
of UAVs and the energy, safety, and stability requirements of
any UAV system.

A. DEFINING THE HELLO PACKET STRUCTURE
In the suggested UAV system, to facilitate the inter-UAV
communication and make it clearer, each node sends HELLO
packets to its neighbors to inform them about its ID, velocity,
position, and direction. In addition, once these packets are
received by neighbors, the angles between their velocity vec-
tors should be determined using their position information as
in [30], [31].

FIGURE 2. Hello message structure of the embedded information.

To keep things simple, it is assumed that all UAVs are
heading in the same direction and consequently, this will
guarantee a stable link connectivity with the respective cluster
head each UAV is associated with.

The structure of the Hello packet is shown in Figure 2. For
a given UAV, it is composed by the following information:
UAV state, UAV ID IDi, cluster ID CIDi (that is the cluster
head ID), speed vi, position (xi,yi) (given by GPS), Cluster
Head selection index βi, UAV behavior ξi and UAV flying
direction.

The UAV state indicates its role in the cluster, either a CH
or Cluster Member (CM ). The UAV ID IDi and cluster ID
CIDi represent the UAV and the CH identifiers, respectively.
The UAV velocity and position details its mobility informa-
tion. The CH selection index βi is calculated periodically by
each UAV for CH election. The ξi parameter indicates the
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UAV behavior, so that, it is set to 1 if the UAV expects to
leave the system that excludes it from the election procedure
and to 0 otherwise.

B. NETWORK CONNECTIVITY (NODAL DEGREE)
It is stated, in literature, that if the distance between two
nodes is less than or equals to the transmission range r ,
they can be considered as two r-neighbors. This distance can
be calculated using the position information enclosed in the
broadcasted HELLO packet. Therefore, the set of r-neighbors
of a node i, Ni can be expressed as follows:

Ni =
{
vj, such that disi,j ≤ r

}
(2)

where disi,j is the average distance between UAVi and UAVj.
In other words, the set Ni represents the neighborhood vicin-
ity of a node i in terms of transmission range.

Accordingly, the total number of r-neighbors of each node
i is defined as its nodal degree (ndi) or the cardinality of the
set Ni. It is calculated as follows:

ndi = |Ni| (3)

C. AVERAGE DISTANCE
Let (xi, yi, zi) and (xj, yj, zj) be the coordinate of the mobile
nodes UAVi and UAVj in the coordinate system xyz, respec-
tively. The absolute distance between the two UAVs is calcu-
lated as follows:

disi,j =
√
(xj − xi)2 + (yj − yi)2 + (zj − zi)2 (4)

If a cluster contains N nodes, then the average absolute
distance between all r-neighbors of a currentUAVi is obtained
as follows:

adi =
1

Ni − 1

Ni−1∑
j=1

disi,j (5)

V. PARAMETERS SETTING ANALYSIS AND
ENHANCEMENT
In the fit function, elaborated in [24], some serious flaws
affecting the accuracy and adequacy of the CH selection
are found. The authors of [24] define a path detection func-
tion to select the best data communication path between
UAVs. This function combined various parameters such as
the UAVs' residual energy, the nodal degree and the distance
between UAVs. This path detection function was expressed
as follows:

Path Detection Function =
w1 ∗ Residual energy

(w2 ∗ Ni)(w3 ∗ distance)
(6)

where w1, w2 and w3 are the weights for the used parameters
respectively andw1+w2+w3 = 1. The authors noted that the
energy-efficient path detection reduces energy consumption
in the cluster and enhances FANET lifetime.

In this context, the number of neighboring UAVs (Ni),
for a node i, is not a consistent parameter as it does not
take into consideration the safety distance these neighboring

nodes are situated at. Therefore, only stable neighbors that are
situated at a safe distance of the current node must be taken
into consideration in Ni. Hence, in the proposed algorithm,
the UAVs with safe neighborhood degree (Ni) are considered
in order to build relatively stable and safe cluster structure.

A. CREATION OF A SAFE ZONE FOR COLLISION
AVOIDANCE
As safety is usually a primary concern (not being considered
in earlier works e.g., [[12], [24]]) for FANETs, then, to avoid
collision between every pair UAVi and UAVj in the system,
the inter-distance between all these pairs of nodesmust satisfy
the following inequation:

disi,j > δ (7)

where δ denotes the minimum safety distance between UAVi
and UAVj which exists during all the flight to prevent any
collision between them. It is worth mentioning that the safety
distance δ must be much smaller than the transmission range
r that is: δ � r .

1) ASSUMPTIONS
For the sake of simplicity, it is assumed that all the UAVs
have the same forward velocity, and their flight is considered
in a horizontal plane with x and y coordinates only (assuming
stable flight condition). During the CH selection process, for
all participating nodes, (7) will be used as a basis to discard
nodes placed at a critical distance, from their list of neighbors
Ni. This will result in decreasing overhead and time consumed
on unnecessary calculations. Consequently, the neighborhood
of nodes does not rely only on the existence of UAVs in the
transmission range, but also on their position within a safe
zone as well. Equations (2) and (7) are combined to obtain:

δ < disi,j ≤ r (8)

The interpretation of (8) is explained by Figure 3.
In Figure 3(a), the inter-distance between U1 and
{U2,U3,U4} is bigger than δ and less than r . Consequently,
U1 is legible to participate in the CH selection process.
However, in Figure 3(b), the inter-distance between U1 and
{U2,U3} is less than r but it is also less than δ. Consequently,
U1 is not legible to participate in theCH selection process and
it will be discarded as it is situated in a critical zone with the
nodes {U2,U3}. Together, they form an unstable and unsafe
neighborhood.

Furthermore, two incorporated disks, that define the safe
regions of UAVs during the flight, are investigated. The first
big disk with radius r (the transmission range) and the second
small one with a radius δ. If there is an intersection with other
UAVs'safe region, the nodes situated in the inner disk should
be eliminated from the CH selection process.

It is clear that the information about the safe distance
can improve the decision-making process with regards to the
election of a stable CH . A CH , situated in a critical distance
at aCM , cannot keep a stable neighborhood and consequently
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FIGURE 3. UAV system topology.

cannot act as a stable neighbor and it will be discarded from
the election process. In this context, (8) is used to eliminate
unstable UAVs that are not allowed to be safe and stable
neighbors.

It is noted that (8) guarantees that the stable and safe neigh-
bors of a prospective CH node are situated on a disk with an
area equals to5 ∗ (r − δ)2 and where the CH constitutes the
center of that disk. At the same time, (8) indicates that the
unstable and unsafe neighbors of a prospective CH node, are
situated on a disk with an area equals to5 ∗ δ2.

Again, it can be shown that in (6), the parameter Dis-
tance represents the distance between the UAVs. However,
it does not take into consideration the safety distance which
should be respected by neighbor UAVs amongst themselves.
Accordingly, the proposed work aims to correct this flaw,
that was detected in BICSF [24] and in EALC [12], and thus
introduces next, the proposed new distance parameter.

B. THE IMPROVED AVERAGE ABSOLUTE DISTANCE
The contribution is to select delegatedCHs which are situated
in a safe distance from their neighbors. Based on the above
observation, the proposed safe distance safedi,j betweenUAVi
and UAVj is presented as follows:

safedi,j =

{
disi.j, if disi.j ≤ r and disi.j > δ

r + δ, otherwise
(9)

Formula (9) penalizes UAVj which does not respect the
safe inter-UAV distance by setting its distance from UAVi to
r + δ in such a way to isolate it virtually from the rest of the
neighbors of the UAVi.
The newly proposed average absolute distance ψi between

UAVs, that are directly connected to UAVi, is then calculated
as follows:

ψi =
1

ndi − 1

ndi−1∑
j=1

safedi,j (10)

The smaller the value of ψi, the closer the position of the
node to the center of its neighbors. It is to be noted that (10) is
an improved version of the classical average absolute distance
described in (5).

The authors of [12] proposed a fitness function to enable
optimal CH selection that improves the clustering process
resulting in reduction of network energy consumption and
in extending cluster lifetime. Furthermore, they have set for-
ward a condition that constrains the number of CMs to be the
same for all clusters.

This constraint is not reasonable, due to the dynamic
behavior of UAVs that modify their positions constantly, and
randomly and hence update their set of neighbors as well.

Furthermore, it was stated in [12], that during the clustering
process, each UAV determines the set of its neighbor nodes
figuring in its transmission vicinity. Consequently, it calcu-
lates its fitness value using equation (11) and forwards it to
its neighbors.

Fitness =
w1 ∗ Energyres

(w2 ∗ avgdis)(w3 ∗ deltadiff )
(11)

Here, the Energyres is the UAV' s residual energy value,
avgdis represents the average distance between the UAV and
its neighbor nodes and deltadiff is the delta difference param-
eter.w1,w2 andw3 are the above parameters respectively. The
delta difference parameter, calculated using equation (12),
is used to compare the node's degree with an ideal one to
decide if it can be a cluster member or not.

deltadiff =
∣∣Idealdegree − Nodedegree∣∣ (12)

Here, again, a serious flaw is shown, which is related to
use of the parachuted value of the ideal degree Idealdegree
proposed in [12]. Effectively, the authors claimed that the
ideal number of nodes that a cluster head can manipulate is
limited by the Idealdegree parameter used in (12). In addition,
no rationale for computation is given for this parameter,
as pointed out in [32] where they have criticized the used
way that was initially proposed in [33]. It is estimated that the
use of a predefined ideal degree value with no clear rationale
will lead to the creation many cluster heads, which may result
into an increase of energy consumption due to the increased
communication overhead with the CHs and to an increased
complexity of the cluster management.

Moreover, as stated in [24], authors in [12] have used the
classical equation (4) wrongly, by setting the inner summa-
tion up to Ni instead of up to Ni−1 (counting the current node
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as well) to calculate the average distance. Therefore, in the
present work, this issue is solved by proposing the use of
equation (10) instead of (5) which results in collision avoid-
ance due to the inclusion of equation (9) that computes the
safe distance parameter safedi,j. This reinforces the concern
for safety assurance in clustering UAVs in a FANET context.

In [34], the authors considered node mobility and incor-
porated the safety degree Yij (given in (13), as they called it)
into their routing metrics. The safety degree finds the closest
nodes in terms of the distance dt as follows:

Yij =
r − dt
r

(13)

where r is the communication range of a UAV, and dt is the
Euclidean distance between two nodes i and j. The higher Yij
value, the closer nodes i and j are. Analyzing (13), it includes
in its computation the nodes which are situated in a critical
zone (as explained in Figure 3(b) where the nodes will be
situated in the inner ring). Another contribution here consists
in extending (13) to overcome this inefficiency. The dt is
substituted by the new calculated safe distance safedi,j and
the calculation is restricted to the safe zone (r−δ) as depicted
in Figure 3(a).

sdij =
(r − δ)− safedi,j

r − δ
= 1−

safedi,j
r − δ

= 1−
1

r − δ
safedi,j (14)

Now, the average safety degree is calculated for a UAVi
connected with its (ndi − 1) neighbors as λi:

λi =
1

ndi − 1

ndi−1∑
j=1

sdi,j =
1

ndi − 1

ndi−1∑
j=1

(1−
1

r − δ
safedi,j)

=
ndi − 1
ndi − 1

−
1

ndi − 1
∗

1
r − δ

ndi−1∑
j=1

safedi,j

= 1−
1

(ndi − 1)(r − δ)

ndi−1∑
j=1

safedi,j

Consequently, the average safety degree is deduced as
follows:

λi = 1−
1

(ndi − 1)(r − δ)

ndi−1∑
j=1

safedi,j (15)

Next, a mobility-aware factor is defined to be used as
indicator of cluster stability that incorporates UAVs' speed.

C. DESCRIPTION OF THE MOBILITY-AWARENESS FACTOR
The challenging mobility issue must be strongly investigated
in FANETs due to themovement of UAVs causing continuous
changes in network topology. As explained earlier, FANETs
are characterized by higher mobility compared to MANETs
or VANETs, and consequently by a higher topology unsteadi-
ness that affects network connectivity and stability. Conse-
quently, the respective speeds of the UAVs constitute one of

the main factors of the stability level of a cluster [11]. There-
fore, a measure of the node mobility, called, the mobility-
awareness factor is proposed and is dealing more efficiently
with network topology changes. This usually results in higher
packet deliverability and overhead reduction. The reader will
find that this concept of node mobility awareness wasn't
considered neither in BICSF [24] nor in EALC [12], while
it is found to be critical for FANETs.

In the following, for deriving the mobility-awareness fac-
tor, (16) is used to compute the relative speed between two
nodes i and j and define their mobility.

ti =

∣∣vj − vi∣∣
vi

(16)

where vi, vj present the UAVi and UAVj velocity, respectively.
Then, the mobility-awareness factor is given by the following
equation:

Mi,j = e1−ti (17)

From (16) and (17), a lower value of the relative velocity
implies a higher mobility-awareness that will provide more
stability in the links between nodes. Thereafter, the average
mobility-awareness factor between any CH and all its CMs
is calculated as follows:

σi =
1

ndi − 1

ndi−1∑
j=1

Mi,j (18)

D. RESIDUAL ENERGY
Efficient energy consumption in FANETs is a critical issue
that should be considered during the selection of UAVs as
CHs and the building of their routing path. To this end,
the residual energy (denoted (ER)) in each UAV should be
monitored to decide whether it can be a candidate for a CH
role. The idea is to discard UAVs with low residual energy
from participating in the CH selection process.

1) RESIDUAL ENERGY COMPUTATION
The residual energy is usually computed as the initial energy
level of the UAV minus the energy consumed since the start
of operation. The total energy consumption for all UAVs of
a cluster is regarded as an important indicator of clustering
efficiency that should be minimized in order to enhance
network lifetime.

In FANET, the energy is dissipated by the communication
between UAVs (Ec), the energy consumed for flying the UAV
(Ef ), and the aggregated energy consumed by the sensors
mounted on the UAV (Es). The communication energy is
due to the energy spent for packet transmission (ETx) and
reception (ERx) and it represents the more consumed energy.
The total energy (ET ) is obtained as following [35]:

ET = Ec + Ef + Es
Ec = ETx + ERx
ETx = Eelec ∗ L + Eamp ∗ L ∗ dist2

ERx = Eelec ∗ L
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where Eelec designates the consumed energy during running
the transmitter and receiver. Eamp denotes the energy for
transmitter amplifier. L represents the number of bits per
packet and dist represents the distance between the transmit-
ter and receiver.

Hence the residual energy is computed as:

ER = EI − ET (19)

where ER is the residual energy of a UAV, EI represents the
initial energy at the start of operation and ET as the total
energy consumed (i.e., dissipated).

Next, a fitness function, based on the above parameters,
is implemented.

E. PROPOSED FITNESS FUNCTION
The contribution is to extend [12] and [24]. The values λi, ER
and σi are determined for each UAVi and UAVs located in its
transmission range. The fitness function βi is calculated as
following:

βi =
1

w1λi
∗
w2ER,i
w3σi

(20)

Here, w1, w2 and w3 are the weighing factors for the used
parameters, in a way that w1 + w2 + w3 = 1. The node with
the lowest fitness function will be chosen as a CH .
During the transmission of Hello packets between the

UAVs in the network, each UAVi can keep the list of all
selection indexes β related to all ndi of its neighboring UAVs.
This list is denoted �i and is defined as:

�i =
{
βk | ∀k ∈ ndi

}
(21)

The UAV with Idi will be considered as a CH only if its
fitness function βi is the smallest one in �i as expressed
in (22).

CH =
{
Idi| β(Idi) ≤ min {�i}

}
(22)

F. STATEMENT ON EARLIER PARAMETERS IMPROVED IN
THIS STUDY
The next table summarizes the improvements and extension
of parameters used in BICSF and EALC algorithms that have
been proposed in this paper.

VI. PROPOSED EMASS CLUSTERING ALGORITHM
In this section, the proposed Energy and Mobility Aware
Stable and Safe Clustering (EMASS) algorithm is explained.
The improved parameters addressed in the previous section
are used with assigned weight factors to be applied depending
on the system requirements.

The CH election algorithm considers a set of UAVs as
a dominant set. This algorithm is executed either in par-
allel with the system activation or as soon as the previ-
ously selected set of CHs becomes unable to cover all the
nodes.

The execution of this algorithm does not necessarily invoke
the election of new CHs in case some nodes leave the cluster.

TABLE 2. Comparison of parameters improved by EMASS against BICSF,
EALC.

For instance, if a node decides to leave its cluster and moves
to another one, the CH of the newly joined cluster will just
need to update its member list without invoking the election
algorithm again.

The EMASS algorithm is based on two main phases,
namely, the CH election and the cluster maintenance proce-
dures.

A. CH ELECTION ALGORITHM
As detailed in algorithm 1,CH election process aims to divide
efficiently the network into a set of clusters. Each cluster is
composed of an optimal node, elected as a leader or CH, and
other cluster members. To determine the most appropriate
CH the EMASS algorithm uses the utility function defined
in The CH selection process, as detailed in (22). In addition,
as mentioned above, only UAVs, that are moving in the same
direction, are used.

B. BACKUP CH SELECTION
After the cluster building phase, a cluster maintenance proce-
dure is performed to manage the possible changes in network
configuration. Hence, it aims to maintain the stability and
reliability of the network.

The backup CH selection is carried out when the CH
is forced to relinquish its role. The procedure is used to
determine the most appropriate cluster member to be elected
as a new CH (that will be called backup CH (BCH )), without
starting the CH selection algorithm again. The choice of the
BCH must ensure the minimum CMs loss. In other words,
the procedure of choosing the BCH should guarantee the
minimum re-affiliation possible of the current CMs to other
clusters, thus maintaining higher cluster stability.

The set of UAVs in the same cluster with their CH is
denoted as Ci. The CH stores the information about all its
CMs. A UAV i can be selected as a BCH if its index βi is the
next smaller index value in �.

BCHi =
{
i| βi ≤ min {remainning CMi ∈ Ci}

}
(23)
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Algorithm 1 Cluster Head Election
In the initial phase (No cluster is established in the sys-
tem yet), each UAV node begins with an initial Free Node
state,then broadcasts a Hello Message to all its neighbors
containing its position, velocity and direction.
Begin
for every UAVk in the FANET System do

(0 ≤ k ≤ (N − 1))
/*Find the neighbors of UAVk*/
for the ith UAV (i 6= k) do

(0 ≤ i ≤ (N − 2))
/*Neighborhood building step*/
if disk,i ≤ r and disk,i > δ then

neighbor[UAVk ]← UAVi
end if

end for
for each UAVi ∈ neighbor[UAVk ] do

(1 ≤ i ≤ (ndi − 1))
/*Fitness function computation*/
- Calculate average safety degree and average
mobility awareness factor using λi and σi
λi = 1− 1

(ndi−1)(r−δ)

∑ndi−1
j=1 safedi,j

σi =
1

ndi−1

∑ndi−1
j=1 Mi,j

- Compute the residual energy for each node i using
(19)
ER,i = EI ,i − ET ,i
- Compute the fitness function βi using ER,i, λi and
σi
βi =

1
w1λi
∗
w2εi
w3σi

�k ← βi,UAVi
end for
- Sort � in increasing order
- The UAV with the smallest βi among its one-hop neigh-
bors becomes the CH .
- The CH sends an invitation message to its direct neigh-
bors which turn into its CMs.
- All the neighbors of the chosen cluster head are no
longer allowed to participate in the election procedure
and will be excluded from the set of available UAVs.

end for
/* The same procedure is repeated for all the remaining nodes.
*/
- Go to Cluster Maintenance (see algorithm 2)
End

C. CLUSTER MAINTENANCE
The maintenance phase, detailed in Algorithm 2, is used to
account for any possible changes in the network topology that
may occur such as a CH getting out of the network or a CH
moving to join another cluster or a CM getting detached from
its cluster or a new node being added to the network.

If a CHi is no longer in the network, then the cluster
maintenance procedure will cause the BCH to be the nextCH

of the clusterCi. Accordingly, the correspondingCMs should
stay in the same cluster, thus, avoiding CH re-election.

If theCHi of a clusterCi becomes in the transmission range
of other CH and its BCH is still belonging to the cluster Ci,
then, the BCH will be designated as the new CHi without
invoking the election process.

Another scenario can be revealedwhen both theCHi and its
BCH become within the transmission range of another CH.
In this case, the two clusters will be combined into one cluster
and the CH having more CMs will keep its role whereas the
other one becomes a CM .

Finally, if a new node is added to the network, the CH
election process should be executed again.

Algorithm 2 Cluster Maintenance and Backup Cluster Head
Selection
Begin
for each CHi do

The BCHi will be selected using (23)
end for
if CHi leaves the system then

BCHi← CHi
end if
if CHi becomes in range of another CHj then

if BCHi is not in range of CHj then
BCHi← CHi
else

Merge Ci and Cj
Execute algorithm 1 (to select the new CH for the
new merged cluster)

end if
end if

end if
if CMi is not in range of CHi or new UAV joins the system
then

Execute algorithm 1
end if
End

D. THE TIME COMPLEXITY OF CH ELECTION ALGORITHM
Algorithm 1 (cluster formation and CH election) is based
on one external loop with (N − 1) iterations where N is
the initial number of drones. This external loop contains two
separate loops with N − 2 iterations and (ndi − 1) iterations,
respectively.

As ndi < N , then time complexity of this algorithm is
O(N − 1)× O(N − 2) ≈ O(N 2).
The time complexity of Algorithm 2 (used for cluster

maintenance) is O(M ), where M is the number of elected
cluster heads. Algorithm 2 is called from Algorithm 1 out-
side the loops, which does not affect the time complexity of
Algorithm 1.

Similarly, Algorithm 2 calls Algorithm 1 from outside its
loop. Here, again, it does not affect its time complexity. Con-
sequently, the overall complexity of the proposed EMASS
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TABLE 3. Time complexities of the proposed algorithms in EMASS, BICSF
and EALC.

algorithm is O(N 2), which is similar to that of the EALC and
the BICSF algorithms.

Table 3 summarizes the time complexities of the pro-
posed algorithms in EMASS, BICSF and EALC. It is to
be noted that the authors of the BICSF didn't provide any
time complexity for their proposed algorithms. Consequently,
the comparison is completed by providing the missing time
complexities of the BICSF proposed algorithm.
where m is the number of UAVs in the cluster and n is
the number of UAVs that are in the transmission vicinity of
the CH .

The time complexity of the Algorithm 2 of the BICSF is
more complex as its cluster maintenance procedure (called
topology management in [24]) has one outer loop across all
UAVs and two independent inner loops, one over all members
of the cluster (m) and the second is over all the UAVs in
each CH transmission vicinity (n). Thus, the complexity is
evaluated as O(N (m+ n)).
The overall time complexity is estimated as O(N 2) under

the condition that m + n � N . Still the computation time
of Algorithm 2 is an additional overhead for the BICSF
algorithm, as this result is reflected in the simulation results
by the worst performance exhibited by BICSF in Figure 4
below.

It is to be noted that the authors of the EALC algorithm [12]
did not address the cluster maintenance operations and con-
sequently the simulation results pertaining to the EALC are
subjective as compared to those of the EMASS and BICSF
algorithms.

VII. SIMULATION RESULTS AND ANALYSIS
The performance of the proposed EMASS is evaluated in
comparison with the BICSF and the EALC algorithms, using
theMATLABbased simulations. 100 simulations are ranwith
different random seeds to mitigate the randomness effects on
the results for each point on the curves which is representing
the average value obtained from the different runs. The sim-
ulation parameters are presented in Table 4.
While varying the number of UAVs, the cluster formation

time and the energy consumption of the FANET (impacting
the clusters' lifetime) are evaluated. Then, the packet deliv-
ery ratio and the average end-to-end delay metrics against
the number of UAVs (i.e., the size of the FANET) are
assessed. Moreover, the evaluation of the transmission range
parameter's effect on the number of leaving cluster heads

TABLE 4. Simulation parameters.

(i.e., relinquishing their headship role), the number of
UAVs' re-associating with other clusters, and to the required
time for these re-associations is performed.

A. CLUSTER FORMATION TIME
The cluster formation time defines the time required by the
clustering algorithm to select a CH and produce the associ-
ated UAV membership while varying the FANET size.

The result highlighted in Figure 4 depicts the cluster forma-
tion time required versus the number of UAVs. It is noted that
the clustering algorithm's execution time increases with the
increase of the cluster formation time, which in turn increases
due to the insertion of more UAVs in the network. It is clear
that the proposed EMASS algorithm outperforms the BICSF,
and EALC algorithms in terms of shorter cluster formation
timings.

The reduction in cluster formation time results in energy
saving that would extend the network lifetime.

The BICSF was found to be the worst in cluster formation
time due to its overall high time complexity.

B. EVALUATION OF THE ENERGY CONSUMPTION
Figure 5 illustrates the effect of the FANET size on energy
consumption for the various algorithms considered. Thus,
various number of UAVs is considered in the FANET and
their corresponding energy consumption is computed.

It is evident, in Figure 5, that the proposed EMASS con-
sumes less power compared with the other two clustering
algorithms.

EMASS achieves this energy saving due to the implemen-
tation of the new strategy of creating BCHs that take over the
task ofCHs (when they leave, or when they join other clusters
asCMs), thus, maintaining cluster stability and saving energy
needed for newCH elections. Above that the EMASS ensures
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FIGURE 4. Cluster formation time required for different densities of UAVs.

FIGURE 5. Energy consumption for different densities of UAVs.

safety of the UAVs in flight, again safeguarding the FANET
structure.

Figure 6 depicts the cluster lifetime metric against the
FANET size. The cluster lifetime metric denotes the time that
elapses from the CH election and cluster formation till the
time a new CH is re-elected for any reason. This metric is
a clear indicator of cluster stability. As shown in Figure 6,
the average cluster lifetime declines with the increase of the
number of UAVs.

It is again clear that EMASS, by focusing on enhancing the
stability of CHs and BCHs, improves the cluster lifetime and
keeps a steady structure of the FANET better than the other
algorithms.

C. PACKET DELIVERABILITY EVALUATION
The Packet Delivery Ratio (PDR) evaluates the number of
packets correctly transmitted from source nodes to their
destination.

FIGURE 6. Cluster lifetime for different densities of UAVs.

FIGURE 7. PDR for different densities of UAVs.

Figure 7 shows that the new algorithm achieves much
higher PDR than the competing algorithms (achieving up to
more than 95%) due to the adopted maintenance strategy
that contributes to the overall network stability and thus
allows more successful packet exchange between UAVs.
Moreover, by increasing the number of UAVs, the network
becomes more connected which guarantees more successful
data packets delivery.

D. END-TO-END DELAY (EED) EVALUATION
The effect of high mobility and of higher density of UAVs
results into congestion situations that may imply packet
drops. Accordingly, packets will spend higher average times
to reach their destinations and thus incur higher end-to-end
delays (EED).

As shown in Figure 8, the average EED of EMASS
scheme is much lower than the ones obtained with the BICSF
and EALC algorithms. This may be attributed to the pro-
posed average safety degree and the average safe distance
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FIGURE 8. Average EED for different densities of UAVs.

FIGURE 9. Number of CHs leaving the cluster vs transmission range.

parameters that maintain safe distances between the UAVs
and thus contributes to having less packet collisions and thus
reducing EEDs. Moreover, it is noted that the EMASS is
producing more stable clusters also contributes to lowering
EEDs.

E. EFFECT OF THE TRANSMISSION RANGE ON THE
NUMBER OF LEAVING CHs
During the simulations,CHs can leave the cluster for any rea-
son (as specified above). Accordingly, the CH election pro-
cess may be executed to associate detached CMs to another
CH . This number of leaving CHs metric affects the cluster
stability level.

Figure 9 illustrates the fact that the number of leaving CHs
declines with higher communication range as it translates into
higher probabilities of having better connected UAVs in the
clusters and consequently, bigger cluster sizes and less CHs.
Again, the EMASS algorithm outperforms its peers

exhibiting higher cluster stability. This may be attributed

FIGURE 10. Average number of cluster re-associations vs transmission
range.

FIGURE 11. Average re-association time vs transmission range.

the newly proposed fitness function index βi used for CH
election.

F. EFFECT OF THE TRANSMISSION RANGE ON UAVS
REASSOCIATION
In this experiment, the number and associated time-duration
of reassociations (disconnecting from a cluster and joining
another), that occur as a function of the transmission range,
are evaluated. These are defined as the average number of
times that UAVs re-associate (i.e., join) with other clus-
ters, and the time required for this reassociation to occur.
Therefore, the reassociation rate expresses an indication of
cluster stability.

The simulation results in Figures 10 and 11 depict the
average number and time of re-associations versus the trans-
mission range for the three algorithms. As the transmission
range increases, the average number and the probability of
re-association time is reduced.
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Again, the EMASS algorithm outperforms the other algo-
rithms due to the use of the BCH role that reduces the number
of UAVs getting detached from their cluster. This is because
the selection of theBCH is done on the basis of being the node
that is the most highly connected to the CMs of the cluster
after the CH . This fact is conveyed thru a high value of λi in
the fitness function equation (20).

Furthermore, although the effect of the Hello messages
exchange was found to affect the average re-association time
as a function of the transmission range (Figure 11), the overall
effect of the higher overhead of the hello messages exchange
was found to be beneficial for all the other metrics as seen
from Figure 6 thru 10, thus, increasing the Cluster lifetime
and PDR and lowering the EED and reducing the number
of CHs leaving the cluster and the number of cluster re-
associations.

VIII. CONCLUSION
Flying Ad-hoc Networks (FANETs) have demonstrated their
unique role for ensuring accurate and rapid tasks in var-
ious sectors using autonomous and efficient UAVs. How-
ever, a large number of UAVs flying in formation and their
dynamic behavior present serious issues that can reduce the
FANET stability and reliability. For that reason, UAV cluster-
ing is investigated in the literature as an efficient solution to
decrease FANETs' energy consumption, maintain their stable
topologies and extend their lifetimes.

Conventional clustering schemes in high mobility of UAVs
do not perform efficiently in terms of network latency and
stability. Therefore, in this paper, a FANET clustering algo-
rithm, that strives to ensure network stability and improve
its power efficiency, is proposed. Hence, the novel Energy
and Mobility-Aware Stable and Safe Clustering (EMASS)
mechanism focuses on improving the overall network stabil-
ity and safety by employing enhanced parameters related to
mobility and safety distance awareness thus contributing to
better cluster stability and higher energy saving.

The simulation results testified to the clear superiority
of the EMASS algorithm over the BICSF and the EALC
algorithms in terms of better cluster stability, higher packet
deliverability, improved energy saving and lower delays.

The proposed work has been compared with two recent and
much referenced approaches that are most closely related to
the new contribution. As future perspective, it is interesting
to compare the obtained results with other recent works as
well. In addition, we believe that proposing a new SDN-based
framework to control the obtained FANET clusters, using
the proposed EMASS algorithm, may enhance the network
energy consumption, stability, safety and may increase its
lifetime.
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